
35www.SecurityInfoWatch.com | SD&i |  April 2014

 High Power Paging
The 300AE high power, weather-resistant paging 
horn from Viking provides a direct voice coil con-
nection for use with 8 ohm paging systems such 
as Viking models PA-2A, PA-15, HF-3W, DVA-2WA 
and M2W. A weather-resistant design allows for use 
in outdoor, factory or warehouse environments. 
Directional design allows the installer to focus the 
sound cone down aisles and toward work areas. 
More info:  
www.SecurityInfoWatch.com/11351951

PERS Accessories 
Linear LLC has released two new modules for its PERS-
4200 system — the UMTS-3G Cellular Module 
and the Wireless Remote Speaker/Micro-
phone (RSM-1). The cellular module 
eliminates landline cords and com-
municates solely through cellular 
service, with the option to keep 
the landline and have 3G wire-
less connectivity as a backup. The 
Speaker/Microphone Module extends 
two-way voice communication without the 
need for additional, more expensive consoles. 
More info: www.SecurityInfoWatch.com/11316329

Emergency Communications & Mass Notification

product
SPOTLIGHT

 Mobile Emergency Alert 
Interface
Metis Secure’s mobile Command Center interface 
enables safety and security professionals to instantly 
broadcast actionable alerts and instructions to their 
sites around the clock from any location, using a 
mobile phone or tablet. The app enables instant, 
pre-recorded alerts to IP phones, computer screens, 
digital signs, PA speakers, and other facility devices, 
including the supplier’s Help Stations. 
More info:  
www.SecurityInfoWatch.com/11239268

 IP-Based
Cooper Notification has introduced an IP network-based Mass Notification 
Systems (MNS) offering WAVES over IP (WoIP) for emergency communi-
cations from the company’s ALERiTY line. The WoIP mass notification 
network is comprised of a collection of secure, reliable Ethernet commu-
nication devices, IP Communicators (IPC). This enterprise system solu-
tion allows organizations to leverage their Local Area Network (LAN) or 
utilize the IPC private network to send audible, visual and data messages. 
More info: www.SecurityInfoWatch.com/11313803

 Compact IP Speakerphones
Code Blue’s IP1500 and IP2500 are ideal 

for a range of indoor and outdoor 
locations like hallways, stairwells, 
classrooms, subway cars, parking 
garages, elevators and door entries. 
Available as lightweight surface and 
flush mounts that are vandal, UV 
and weather resistant, both offer full 
duplex VoIP functionality. They also 

are ADA compliant, FCC certified and 
Cisco compatible. 

More info: www.SecurityInfoWatch.com/11117898
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 Public Address over IP
Zenitel’s Exigo, based on native IP 
technology, is an advanced, scalable 
system specifically designed to meet the 
demands and needs of PA and general 
alarms for a variety of applications and 
environments. The system consists of a 
product range of system controllers, net-
work amplifiers, line end transponders, 
call and access panels (indoor, industrial 
and Ex versions), loud speakers, beacons 
and network infrastructure. 
More info: 
www.SecurityInfoWatch.com/11300588

 Audible Campus Alerts
CALL24’s Campus Alert PA alerting solution is available with the supplier’s 
S-Series wireless callbox. The callbox uses wireless radio technology common 
with police, fire and EMS responders. No electrical power lines or phone lines 
are required. An easily programmed central Campus Alert control panel puts the 
PA system control in the hands of those authorized to use it. 

More info: www.SecurityInfoWatch.com/11351853

 Red 
Alert
GAI-Tronics’ 
Red Alert 
Emergency 
Telephones 
provide reli-
able two-way 
communica-
tions with the press of a single button 
and can be installed on any analog PSTN, 
PBX, PABX, or KSU network. No external 
power is required for normal operation. 
Model 393-00x provides two auxiliary 
outputs for control of peripherals such as 
strobes, alarms or lamps. 
More info: 
www.SecurityInfoWatch.com/11351889


